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Purpose 

This Quick Reference Card (QRC) explains the processes for suppliers to enable multi-
factor authentication for additional security in accessing data in the Coupa Supplier Portal.  

  

 

Your screen in the Coupa Supply Portal (CSP) may differ slightly from this 
training, but the steps to complete the activity will be the same. 

 

This icon indicates there are further policy or business process details 
relating to a step. Click on the provided link(s) placed throughout the QRC 
for more information. 

Powering K-C’s digital future 

How to Manage Multi-Factor 
Authentication (for Suppliers) 
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Manage Multi-Factor Authentication 

 
To enable multi-factor authentication, click the Security & Multi Factor Authentication link on 
the My Account page. 
 

 
 
When you enable multi-factor authentication, you can choose from the following options: 

• For Payment Changes (Required for Changing Legal Entity or Remit-To): Multi-

factor authentication is required when creating or editing legal entities, remit-to, and 

bank account information. 

• For Both Account Access (Login) and Payment Changes: Multi-factor 

authentication is required when logging in to the CSP. You don't have to 

reauthenticate when working with financial data because you already authenticated 

when logging in. 

 

Depending on how you want to receive the verification codes, select one of the following 

options and set your preference as the default: 

• Via Authenticator App to use an authenticator app available from the app store on 

your mobile phone or through an Internet Browser Add-on (Microsoft Edge). 

• Via Text Message to use a code sent by text message to your phone number. 
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Via Authenticator App 

On Mobile:  
 
For installing and using Google Authenticator, follow the on-screen instructions. 

1. Download and install an authentication app from the Google Play store or 
the Apple app store. 

2. Scan the QR code or copy the security key to use it as the CSP authentication 
code. 

Print your backup codes or email them to yourself before you click OK. If you ever 
lose your device, you need these to regain access to your CSP account. 
 
When you enable multi-factor authentication, you get an email notification of the 
change. 
 
On Browser: 
 
To install an authenticator app on Microsoft Edge, go to Microsoft Edge Add-ons - 
authenticator and install ‘Authenticator: 2FA Client’. 

1. Add the extension to your browser. 
2. It will appear under the Extensions icon in the upper right corner of the browser. 

 

 
 

3. In the authenticator, either scan the QR code or manually enter the 6-digit key to set up the 
verification for the Coupa Supplier Portal. 
 

 

https://play.google.com/store/apps/details?id=com.google.android.apps.authenticator2&hl=en&gl=US&pli=1
https://apps.apple.com/us/app/google-authenticator/id388497605
https://microsoftedge.microsoft.com/addons/search/authenticator?hl=en-US
https://microsoftedge.microsoft.com/addons/search/authenticator?hl=en-US
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Via Text Message 

For the text message, enter the verification code in the pop-up window. 
 

 
 
 

 

 

 

 

 

 

 

 

 

Additional Resources 

• How to Navigate and Use the Coupa Supplier Portal – Quick Reference Card 

• How to Respond to Risk Action Plans for Suppliers – Quick Reference Card 

• Kimberly-Clark Supplier Link 

• For Suppliers | Coupa 

 

 

 

  

file:///C:/:w:/r/sites/i797/Learning%20Document%20Library/STP_S4_QRC_How%20to%20Navigate%20and%20Use%20Coupa%20Supplier%20Portal_NA_EN.docx%3fd=w857c929c292a4c3dad98a2a233225bd8&csf=1&web=1&e=tk0fvG
https://kimberlyclark.sharepoint.com/:w:/r/sites/i797/Learning%20Document%20Library/STP_S4_QRC_How%20to%20Respond%20to%20Risk%20Action%20Plans%20for%20Suppliers_NAM_EN.docx?d=w964da6088aaf47c1bc7e318cfee92336&csf=1&web=1&e=RJKVVE
https://www.kimberly-clark.com/en-us/company/supplier-link
https://compass.coupa.com/en-us/products/product-documentation/supplier-resources/for-suppliers
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